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Abstract: Now a day the idea of designing the Security Based ATM banking system project is born with the 

observation in our real-life incidents happening around us. This GSM base project deals with avoidance of ATM theft 

from robbery. So, overcome the deficiency found in existing technology in our society. We are implement the new 
proposed system. In this system, we provide GSM based security. In case when we lost the ATM card or theft form 

robbery then we are essay block the transaction in proposed system. we provide double security to ATM money 

transaction. First, when ATM user Insert the ATM in ATM machine, he can type the password and second, then 

message goes through card holder via GSM then card holder can send the security code or OTP using GSM through 

main system and start the transaction via card holder. When we lost the ATM card then in second case card holder 

cannot send the security code and stop the transaction and he directly block the card using GSM system. 
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I. INTRODUCTION 
 

 In today‟s technically advanced and developed world, 

autonomous systems are improvement rapid popularity in 

world. As the social computerization, automation and 

developed technics has been increased and the ATM and 

credit card has been installed and spread out to simplify 

the financial activity, the banking activity has been 
simplified so more, however the crime related with 

financial organization has been increased over numbers in 

the world in proportion to the ratio of spread out of 

automation, devices and technologies. 

Now, a day theft from robbery increases gradually. ATM 

related crime cases are increases. For stop this situation 

weare put GSM technology in ATM system. We are only 

change the software by using GSM technology. By using 

GSM, we provide double security in the ATM banking. 

So, same amount of robbery can be control. 
 

II. LITERATURE REVIEW 
 

The existing self-banking system service has got very high 

popularity with 24 hours‟ service to customer. Use of 

ATM (Automatic Teller Machine) is helpful for money 
transaction purpose. ATM is activated by placing the card, 

then putting or entering the pin number of the particular 

card. But this system is not safe as possible as to use, 

because anybody can access the system if they have the 

card and pin number like we share our card and pin 

number to our friends, family members who may miss use 

it [1]. There is various existing system are developed such 

as Security in e-banking via without using ATMs card [2] 

provides high security in authentication which also 

protects user from unauthorized access. In this system of 

model user required personal identity number (pin). 
Protected cash withdrawal in ATM using mobile phone [3] 

describes a method of implementing two way 

authentications.  

III. BLOCK DIAGRAM 

 

 
Fig.1. Block Diagram 

 

Hardware required are: - 

1. GSM module 

2. Power supply 

3. AT89C51 Microcontroller 

4. LCD  
5. RFID 

6. Stepper motor 

7. Voltage regulator IC 7805 

 

When user can be use ATM in ATM machine, user type 

the password. Then message send to card holder by 

interfacing GSM module with AT89C51. This total system 

can be control by using microcontroller. This all message 

display on LCD. When transaction start then stepper motor 

run which is interface with microcontroller. 
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IV. PROPOSED SYSYEM 

 

In existing system drawback overcome in proposed system 

by using GSM technology. In our project, we provide 

double security using GSM. When card user insert ATM 

in ATM machine type the password. Then message goes 

through card holder using GSM technology. Then card 

holder provides security code to ATM via message using 

GSM. Then transaction will be start observe when stepper 

motor rotates. 
 

V. HARDWARE DETAILS 

 

1.GSM module:GSM also call as global system of 

communication. It is a digital mobile telephony system. 

GSM initialize and compresses data. GSM module 

operates at either 900 MHz or 1800 MHz frequency. 
 

2.Power supply: Power supply is the major concern for 

every electronic device. Since the controller and other 

devices used are low power devices there is a need to step 

down the voltage and as well as rectify the output to 

convert the output to a constant dc. Power supply unit is 

the basic requirement for electronic devices. 
 

3.AT89C51 Microcontroller: AT89C51 is an 8-bit 

microcontroller. Its belongs to Atmel's 8051 

family. ATMEL 89C51 has 4KB of Flash programmable 

and erasable read only memory (PROM). Also, it contains 
128 bytes of RAM. It can be erased and program to a 

maximum of 1000 times. This microcontroller interface 

with whole system. 
 

4. LCD: It is also known as Liquid Crystal Display. 

(Liquid Crystal Display) screen is an electronic display 

module. It‟s have find a wide range of applications. A 

16x2 LCD display is very basic module. It is very 

commonly used in various devices and circuits. These 

modules are preferred over seven segment and other multi 

segment LCDs. 
 

5. RFID: RFID or Radio Frequency Identification is a 

method in which electromagnetic waves are used for 

transmitting data for the purpose of identifying tags 

attached to objects. 
 

6. Stepper motor: A stepper motor is an 

electromechanical device which converts electrical pulses 

into discrete mechanical movements. The shaft or spindle 

of a stepper motor rotates in discrete step increments when 
electrical command pulses are applied to it in the proper 

sequence. 
 

7. Voltage regulator IC 7805:A three terminal voltage 

regulators is a regulator in which the output voltage is set 

at some predetermined value. Such regulators do not 

require an external feedback connection. Hence, only three 

terminals are required for device of such types, input (Vin) 

output (Vo) and a ground. 

VI. SOFTWARE DETAILS 

 

1.Flash magic: The Keil C51 C Compiler for the 8051 

microcontroller is the most popular 8051 C compilers in 

the world. It provides more features than any other 8051 C 

compilers available today. The C51 Compiler allows you 

to write 8051 microcontroller applications in C that, once 

compiled, have the efficiency and speed of assembly 

language. Language extensions in the C51 Compiler give 

you full access to all resources of the 8051. 
2. Flash magic: NXP Semiconductors produce a range of 

Microcontrollers that feature both on-chip Flash memory 

and the ability to be reprogrammed using In-System 

Programming technology. Flash Magic is Windows 

software from the Embedded Systems Academy that 

allows easy access to all the ISP features provided by the 

devices. 

 

VII. FLOW OF THE SYSTEM 

 

 
Fig2. Flow chart 

 

VIII. ADVANTAGES 

 

 More secure for transaction 

 Instantaneous action by using GSM technology 

 Essay to use GSM related transaction technic  

 Direct mobile communication system involves 

 

IX. CONCLUSION 

 

This whole implementation ensures us a secured and 

authenticated transaction through GSM technique with 
lowest cost and minimum maintenance. Mankind will 
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utilize new and secured type of money transactions. The 

only thing is that initial cost of GSM module of the entire 

system is the required one-time investment. Account 

holder will utilize ATM card by entering password 

through his predefined mobile number for bank. The 

value-added service that this system provides increases the 

credibility of the financial institutions, the banks improves 

the convenience to its customer. Hence as the world 

progresses through the inevitable and an indomitable quest 

for knowledge, the aspect of security bound systems is 
bound to concede with the growing innovations and 

obviously more vulnerabilities. Hence our application 

might well solve the aspect of transaction security to a 

precise and great extent. 
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